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Note: The answer is for reference only, you need to understand all question. 

 

QUESTION 1 

Which two databases are supported when Symantec Endpoint Protection Manager is being configured? 

(Select two.) 

 

A. Oracle Database 11g 

B. Microsoft SQL Server 2005, SP2 

C. Microsoft SQL Express, SP1 

D. Microsoft SQL Server 2008 

E. MySQL Database 5.5 

 

Answer: BD 

 

 

QUESTION 2 

A guest is unable to download the On-Demand client. The guest is running Windows 7 64-bit and connecting 

with the Mozilla Firefox browser. The computer has 512 MB RAM and 50 MB free disk space. What is the likely 

cause of the problem? 

 

A. The guest's system has insufficient disk space. 

B. The guest's browser is unsupported. 

C. The guest's operating system is unsupported. 

D. The guest's system has insufficient RAM. 

 

Answer: A 

 

 

QUESTION 3 

In an Enforcer command line interface, which filter is used to capture communication traffic between an 

Enforcer and a Symantec Endpoint Protection Manager? 

 

A. auth 

B. client 

C. query 

D. spm 

 

Answer: D 

 

 

QUESTION 4 
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Which log contains IP address, connection attempt, port information, and the direction of the connection? 

 

A. Enforcer Client log 

B. Enforcer Kernel log 

C. Enforcer Traffic log 

D. Enforcer Packet log 

 

Answer: C 

 

 

QUESTION 5 

An organization has deployed Symantec Network Access Control with LAN Enforcer. Historically, all clients 

were Windows based endpoints. Now, Linux endpoints that authenticate with Microsoft Active Directory will 

need to be authenticated through the LAN Enforcer. Which entry needs to be added to the Switch Profile Action 

table to open the port for Linux endpoints once they have been authenticated through Active Directory user 

credentials? 

 

A. Host Authentication: Pass, User Authentication: Pass, Policy Check: Pass, Action: Open Port 

B. Host Authentication: Fail, User Authentication: Fail, Policy Check: Ignore, Action: Close Port 

C. Host Authentication: Unavailable, User Authentication:Pass, Policy Check: Unavailable, Action: 

Open Port 

D. Host Authentication: Pass, User Authentication: Unavailable, Policy Check: Unavailable, Action: 

Close Port 

 

Answer: C 

 

 

QUESTION 6 

How can an administrator provide computers on a quarantine VLAN with access to remediation materials 

without using static routes? 

 

 

A. Assign a virtual IP address to the NIC on the remediation server and add it to the quarantine VLAN. 

B. Create a static route from the quarantine VLAN to the Symantec Endpoint Protection Manager in the 

Enforcer command line interface. 

C.Multi-home the remediation server and connect one NIC to a port assigned to the quarantine VLAN. 

D.Put a wireless access point on the quarantine VLAN to provide wireless access to quarantined clients. 

 

Answer: C 

 

 

QUESTION 7 

The 802.1x protocol has three major components: Supplicant, Authenticator and Authentication Server. Which 
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elements serve each of these components when Symantec Network Access Control is being configured to use 

LAN Enforcement? 

 

A. Supplicant: Symantec Endpoint Protection Client, 

Authenticator: Symantec LAN Enforcer, 

Authentication Server: Microsoft Active Directory Domain Controller 

B. Supplicant: Microsoft Supplicant, 

Authenticator: 802.1x Enabled Switch, 

Authentication Server: Symantec LAN Enforcer 

C.Supplicant: Network Access Control Client, 

Authenticator: Symantec Endpoint Protection Policy Manager, Authentication Server: Symantec LAN 

Enforcer 

D.Supplicant: Microsoft Supplicant, 

Authenticator: Microsoft Active Directory Domain Controller, Authentication Server: Symantec Endpoint 

Protection Manager 

 

Answer: B 

 

 

QUESTION 8 

A Host Integrity policy has a complex custom conditional check that has three IF THEN statements, two of 

which have ELSE statements. How many ENDIF statements are required? 

 

A. 0 

B. 1 

C. 3 

D. 5 

 

Answer: C 

 

 

QUESTION 9 

Refer to the exhibit. 
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