
 

I S L E V E R

ST0-029
Symantec Endpoint Protection 11 (STS)

DEMO

https://www.islever.com/st0-029.html

https://www.islever.com/symantec.html

For the most up-to-date exam questions and materials, we recommend visiting
our website, where you can access the latest content and resources.



QUESTION NO: 1 
 

Which Symantec Network Access Control method supports basic and transparent mode for

802.1x?
 

A. Gateway Enforcer

B. Self Enforcement

C. DHCP Enforcer

D. LAN Enforcer
 

Answer: D

 

 

QUESTION NO: 2 
 

When using the Push Deployment wizadr, which two methods can you use to identify the target

machines to which you want to install the Symantec Endpoint Protection client? (Select two.)
 

A. browse through Windows Networking

B. import a file containing IP addresses

C. specify a UNC path

D. import a file containing MAC addresses

E. import hostnames from an LDAP server
 

Answer: A,C

 

 

QUESTION NO: 3 
 

From where does the Migration and Deployment wizadr collect settings?
 

A. configuration file

B. Symantec Client Firewall Administrator

C. SymantecAntiVirus server

D. Active Directory server
 

Answer: C

 

 

QUESTION NO: 4 
 

In which group can you NOT create new subgroups?
 

A. Global

B. Subgroup
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C. Temporary

D. Administrator-created
 

Answer: C

 

 

QUESTION NO: 5 
 

Which four events trigger an Auto-Protect scan? (Select four.)
 

A. create

B. open

C. archive

D. move

E. rename

F. run
 

Answer: A,C,D,F

 

 

QUESTION NO: 6 
 

Upon which convention are custom Symantec Endpoint Protection Intrusion Prevention signatures

based?
 

A. Generic Exploit Blocking

B. Cisco IDS

C. SNORT

D. Tripwire
 

Answer: C

 

 

QUESTION NO: 7 
 

Symantec released a new version of Symantec Endpoint Protection client software. An

administrator needs to find out what versions of Symantec Endpoint Protection are currently in the

network. Which report provides this information?
 

A. Application and Device Control Report

B. System Report

C. Compliance Report

D. Computer Status Report
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Answer: D

 

 

QUESTION NO: 8 
 

Where can you determine what content updates are available on the Symantec Endpoint

Protection Manager?
 

A. Home page

B. Monitors page

C. Clients page

D. Admin page
 

Answer: D

 

 

QUESTION NO: 9 
 

How does Symantec Endpoint Protection use Unmanaged Detector to find unmanaged devices on

the network?
 

A. It compares MAC addresses to a list of known hosts.

B. It receives logon failures notifications from an LDAP server.

C. It pings clients on port 80 to trigger a response from managed clients.

D. It attempts to make http connections with clients in an address range.
 

Answer: A

 

 

QUESTION NO: 10 
 

What are three features of Symantec Endpoint Protection 11.0? (Select three.)
 

A. Application Performance Management

B. Client Firewall

C. Application and Device Control

D. Endpoint Change Control

E. Intrusion Prevention
 

Answer: B,C,E

 

 

QUESTION NO: 11 
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