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QUESTION NO: 1 
 
Which two statements are correct regarding the MAG6611 Junos Pulse Gateway in an
active/active cluster configuration? (Choose two.)
 
 
A. Virtual IP (VIP) is available. 
B. It supports up to two devices. 
C. It supports up to four devices. 
D. External load balancing is preferred. 
 

Answer: C,D

Explanation:  

 

 

 

QUESTION NO: 2 
 
What is the function of the smart caching setting within a Web caching policy?
 
 
A. to send the cache control compress header to the client 
B. to remove the cache control headers from the origin server 
C. to not modify the cache control header from the origin server 
D. to send the appropriate cache control header based on Web content. 
 

Answer: D

Explanation:  

 

 

 

QUESTION NO: 3 
 
You have configured RADIUS authentication on the Junos Pulse Secure Access Service. Users
report that their authentication is rejected. The RADIUS administrator reports that the RADIUS
server requires a specific attribute that identifies the Junos Pulse Secure Access Service on the
RADIUS server. 
 
 
In the Admin UI, which configuration parameter will address this issue?
 
 
A. Name 
B. NAS-Identifier 
C. RADIUS Server 
D. Shared Secret 
 

Answer: B
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Explanation:  

 

 

 

QUESTION NO: 4 
 
What are three benefits that resource profiles provide over resource policies? (Choose three.)
 
 
A. Resource profiles provide automatic mapping of users to roles. 
B. Resource profiles provide a simplified process for creating bookmarks and resource policies. 
C. One profile can be assigned to multiple roles. 
D. Resource options can be customized for each profile. 
E. Resource profiles provide a simplified process for configuring applications such as VPN
tunneling. 
 

Answer: B,C,D

Explanation:  

 

 

 

QUESTION NO: 5 
 
You must deploy VPN tunneling using Network Connect to multiple Microsoft Windows devices.
Due to access restrictions, the users do not have permission to install WSAM. 
 
 
Which component resolves this issue?
 
 
A. Juniper Installer Service 
B. Host Checker 
C. third-party integrity measurement verifier 
D. Windows Secure Application Manager scriptable launcher 
 

Answer: A

Explanation:  

 

 

 

QUESTION NO: 6 
 
You want to use ESP for your VPN Tunneling transport mechanism. 
 
 
Which port must you have open on your firewall to the Junos Pulse Secure Access Service in a
default configuration?
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A. UDP 500 
B. TCP 500 
C. UDP 4500 
D. TCP 4500 
 

Answer: C

Explanation:  

 

 

 

QUESTION NO: 7 
 
Users report that they cannot download a PowerPoint presentation when accessing a Web site
using basic Web access. 
 
 
Which resource policy in the Admin UI will resolve this issue?
 
 
A. Selective Rewrite Policy 
B. Web Caching Policy 
C. Web Proxy Policy 
D. Single Sign-On Policy 
 

Answer: B

Explanation:  

 

 

 

QUESTION NO: 8 
 
Which two access transport protocols are used with Junos Pulse for an Apple OS X computer?
(Choose two.)
 
 
A. ESP 
B. SSH 
C. SSL 
D. IKEv2 
 

Answer: A,C

Explanation:  

 

 

 

QUESTION NO: 9 
 

  

      3


