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## QUESTION NO: 1

When using agent access, what are two agent settings you can configure on a user role? (Choose two.)
A. interval
B. timeout
C. frequency
D. delivery method

## Answer: A,B

## QUESTION NO: 2

Which two options must be defined in a RADIUS Client Policy to enable the Infranet Controller to respond to RADIUS requests from a network access device? (Choose two.)
A. a sign-in policy
B. a shared secret
C. the IP address of the network access device
D. the proper vendor-specific attributes for the network access device

## Answer: B,C

## QUESTION NO: 3

You are creating a custom log filter. Which three statements are true? (Choose three.)
A. The filter can be applied to other logging functions of the Infranet Controller.
B. You must create a custom format.
C. You can specify a date range to filter.
D. The filter is only available on the log in which it is created.
E. You must include a filter name.

Answer: A,C,E

## QUESTION NO: 4

On the Infranet Controller UI, where do you pre-configure Odyssey Access Client settings?
A. $802.1 x$ policy
B. User Roles
C. Authentication Realms
D. Sign-in Policies

## Answer: D

## QUESTION NO: 5

What makes RADIUS unique from other authentication servers used by the Infranet Controller?
A. It can be used as both a authorization server and authentication server.
B. It can be used to do both authentication and accounting.
C. It can be used to obtain group attribute information.
D. It can be used to obtain user attribute information.

## Answer: B

## QUESTION NO: 6

What are two reasons where you would use a realm-level Host Checker restriction? (Choose two.)
A. To prevent a user from entering their credentials if a keystroke logger is present.
B. To require an acceptable level of browser encryption before a user logs in.
C. To assign a user to a role based on whether their antivirus is running.
D. To prevent a user from accessing resources if their endpoint isn't running the authorized OS.

## Answer: A,B

## QUESTION NO: 7

What are two access management options provided by the Authentication Policy in an authentication realm? (Choose two.)
A. Restrict user by certificate.
B. Restrict user by source VLAN.
C. Restrict user by source IP.
D. Restrict user by DNS suffix.

## Answer: A,C

## QUESTION NO: 8

Which Infranet Controller feature would help with making a large number of changes to the configuration?
A. Configuration > Tools
B. XML Import/Export
C. Configuration Export
D. Import/Export Users

## Answer: B

## QUESTION NO: 9

Which statement is correct about 802.1X authentication?
A. The user must provide a valid user certificate to be allowed access to a LAN.
B. Keys used for data encryption after authentication can be generated dynamically.
C. A network access device, such as a wireless access point, authenticates the user credentials.
D. In a wireless network, 802.1x authentication must occur before an 802.11 association method can occur.

Answer: B

## QUESTION NO: 10

In which scenario would you need to configure any VLAN ports in a RADIUS Attribute Policy?
A. You have two VLANs; the Infranet Controller is connected to each using both the Internal and external ports.
B. You have routing configured on your network that enables the endpoint access to the Infranet Controller.
C. You have more than two VLANs and the Infranet Controller is connected to a trunk port on a VLAN-enabled switch.
D. You have more than two VLANs and the Infranet Enforcer is connected to a trunk port on a VLAN-enabled switch.

## Answer: C

## QUESTION NO: 11

What do you lose if you require and enforce Host Checker policies at the realm level?

