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Note: The answer is for reference only, you need to understand all question.

QUESTION 1

Given the DDL shown below:

CREATE TABLE tab1 (coll SMALLINT );

CREATE VIEW v1 AS SELECT coll FROMtabl WHERE coll > 25 ; CREATE VIEW V2 AS SELECT COI1
FROM v1 WITH CASCADED CHECK OPTION

CREATE VIEW v3 AS SELECT coll FROM v2 WHERE coll < 100 ; Which statement will fail?

INSERT INTO v2 VALUES (35)
INSERT INTO v1 VALUES (5)
INSERT INTO v3 VALUES (25)
INSERT INTO v3 VALUES (200)
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Answer: C

QUESTION 2

Click the Exhibit button
Given the INSERT statements shown below:
INSERT INTO applicant VALUES (1 ,'M' 54);

INSERT INTO applicant VALUES (2, 'F', 38);
INSERT INTO applicant VALUES (3, 'M', 21);
INSERT INTO applicant VALUES (4, 'F', 91);
INSERT INTO applicant VALUES (5, 'C', 50);
INSERT INTO applicant VALUES (6, 'C', 70);

INSERT INTO applicant VALUES (7, 'C', 95);
How many rows will be successfully inserted?

oo w >
N O W -

Answer: C

QUESTION 3

Which statement is correct about informational constraints?



A. An informational constraint can be used by the SQL compiler to improve the access
to data and query performance.

B. The database manager uses an informational constraint to enforce the uniqueness
of the key during changes to the columns of the unique constraint.

C. An informational constraint is a column or combination of columns that has the same
properties as a unique constraint.

D. Aninformational constraint specifies that every row that is inserted or updated in the
table must conform to the definition of the table.

Answer: A

QUESTION 4

Click the Exhibit button.
In the exhibit, where would the authentication of the supplied userid and password from a remote client take
place?



Exhibit

Assuming the DB2 server is running on the AX operating system
and the following DB2 registry variables exist

DEZINSTDEF=dbZinst1
DB2_ENABLE_LDAP=yes
DBE2COMM=tcpip
DB2AUTH=0sauthdb
DBE2I0CP=yes

Also the following authentication settings exist in the database

manager configuration:

Client Userid-Password Plugin (CLNT_PW_PLUGIN) =
Client Kerberas Plugin (CLNT_KRB_PLUGIN) =
Group Plugin (GROUP_PLUGIN) =

(SS Plugin for Local Authorization (LOCAL_GSSPLUGIN) =
IEMLOAPauthclient

Server Plugin Mode (SRV_PLUGIN_MODE) =
UNFENCED

Server List of GSS Plugins  (SRVICON_GSSPLUGIN_LIST) =
MyPIugin.so

Server Userid-Password Plugin (SRVCON_PW _PLUGIN) =
MyPlugin.so

Server Connection Authentication (SRVCON_AUTH) =
NOT_SPECIFIED

Cluster manager (CLUSTER_MGR) =
Database manager authentication (AUTHENTICATION) =

SERVER_ENCRYPT
Cataloging allowed without authority  (CATALOG_NOAUTH) =

YES

Trust all clients (TRUST_ALLCLNTS) =
YES

Trusted client authentication (TRUST_CLNTAUTH]) =
CLIENT

Bypass federated authentication (FED_MOAUTH) =

A. AIX operating system

B. LDAP Server

C. Kerberos Server

D. "MyPlugin.so" GSS-API plug-in

Answer: B




