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QUESTION NO: 1 
 
 Which folder on a Mac OS X Server v10.6 computer contains the zone files generated by Server
Admin?  
 
 
A. /etc/dns/ 
B. /var/dns/ 
C. /etc/named/ 
D. /var/named/ 
 

Answer: D

Explanation:  

 

 

 

QUESTION NO: 2 
 
 Which information is stored in the /etc/dns/ folder on a Mac OS X Server v10.6 computer?  
 
 
A. Cache files for zone transfers 
B. Cache files for forward zones 
C. Zone files for the named process 
D. Config files that contain directives for the DNS daemon 
 

Answer: D

Explanation:  

 

 

 

QUESTION NO: 3 
 
 In digital cryptography, what is a Certificate Authority?  
 
 
A. A trusted party that signs and issues digital certificates. 
B. An encrypted database where digital certificates are stored. 
C. A repository of public keys in a Public Key Infrastructure (PKI) scheme. 
D. A service that decrypts data packets that have been encrypted with a private key. 
 

Answer: A

Explanation:  

 

 

 

QUESTION NO: 4 
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 Which statement is true regarding using Server Admin to configure VPN services on Mac OS X
Server v10.6?  
 
 
A. The L2TP and PPTP protocols cannot be enabled simultaneously. 
B. RADIUS authentication is not available when using the L2TP protocol. 
C. Only 40-bit encryption keys are supported when using the PPTP protocol. 
D. The defined IP address ranges must not conflict with DHCP services on the same network. 
 

Answer: D

Explanation:  

 

 

 

QUESTION NO: 5 
 
 In Public Key Infrastructure (PKI), private keys perform which TWO functions?(Choose TWO -
partial credit possible.)  
 
 
A. Private keys digitally sign electronic communications and certificates. 
B. Private keys sign the key holder's identity in a certificate, as a Certificate Authority. 
C. Private keys verify the signature in electronic communications that were signed using a public
key. 
D. Private keys decrypt electronic communications that were encrypted using the corresponding
public key. 
E. Private keys encrypt electronic communications that must be decrypted using the
corresponding public key. 
 

Answer: A,D

Explanation:  

 

 

 

QUESTION NO: 6 
 
 You want to scale your DNS infrastructure in Mac OS X Server v10.6 to accept more queries from
more client computers. Which strategy will allow you to achieve your goal of increasing DNS
service performance, without decreasing the DNS server's security?  
 
 
A. Configure the DNS service as a caching-only name server running in stealth mode. 
B. Establish a secondary DNS server and configure the primary DNS server to accept zone
transfer requests only from the secondary server. 
C. Install a second NIC in your primary DNS server, then configure DNS service to rotate requests
between the two interfaces, and enable the adaptive firewall. 
D. Divide your clients into groups, then create a computer list for each group and use Server
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Admin to create custom DNS zone views that forward requests based on IP address for each
group. 
 

Answer: B

Explanation:  

 

 

 

QUESTION NO: 7 
 
 By default, which protocol does the VPN service in Mac OS X Server v10.6 use to authenticate
users?  
 
 
A. SSL 
B. Kerberos 
C. CRAM-MD5 
D. MS-CHAPv2 
 

Answer: D

Explanation:  

 

 

 

QUESTION NO: 8 
 
 Asymmetric encryption uses ________.  
 
 
A. certificates to both encrypt and decrypt data 
B. the same key to both encrypt and decrypt data 
C. a private key to encrypt data and a public key to decrypt data 
D. a public key to encrypt data and a private key to decrypt data 
 

Answer: D

Explanation:  

 

 

 

QUESTION NO: 9 
 
 Static NAT maps ________.  
 
 
A. a private IP address to one and only one public IP address 
B. a private IP address to the first available address from a list of public IP addresses 
C. a public IP address to the first available address from a list of private IP addresses 
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