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QUESTION NO: 1 
 

A customer wants to record and view events occurring in the server and client from a centralized

location using Contivity Configuration Manager (CCM). The customer is specifically concerned

with events occurring on the server. Which log file stores these events?
 

A. srv.log

B. srvlog.txt

C. server.txt

D. server.log
 

Answer: B

 

 

QUESTION NO: 2 
 

A customer has a Contivity 1750 with two private interfaces and one public. Interface filters are

enabled, and the interface filters allow devices on the two private LANS to access each other. The

customer now has a requirement for a more complex security policy. What is the best option for

the customer that will be most efficient on the Contivity VPN router?
 

A. Add rules to the current interface filters and disable tunnel filters.

B. Add rules to the current interface filters.

C. Use the Contivity VPN router Stateful Firewall and enable tunnel filters.

D. Use the Contivity VPN router Stateful Firewall and disable tunnel filters.
 

Answer: D

 

 

QUESTION NO: 3 
 

A customer has a network configuration that requires a device with the capability to have a multi-

netted interface. Which two Nortel products support this requirement? (Choose two.)
 

A. Contivity 1150

B. Contivity 251

C. Contivity 600

D. Contivity 221
 

Answer: A,C

 

 

QUESTION NO: 4 
 

   

        1



Which QoS mechanism on a Contivity VPN router enables it to classify and mark packets to

receive specified per-hop forwarding behavior on each node along its path?
 

A. RSVP

B. DSCP

C. OSPF

D. DiffServ
 

Answer: D

 

 

QUESTION NO: 5 
 

A company has a firewall and a router between its private LAN and a public Frame Relay WAN

connection at its head office. The company has a requirement to add 1000 tunnels using a

Contivity VPN router. What is the most cost effective solution?
 

A. Maintain the router and firewall for the existing infrastructure and add a Contivity 1750 to

support the 1000 VPN tunnels.

B. Replace the firewall with a Contivity 5000 but maintain the router to support the Frame Relay

WAN connection.

C. Replace the router and firewall with a Contivity 2700 and connect directly to the Frame Relay

network.

D. Replace the router and firewall with a Contivity 5000 and connect directly to the public Frame

Relay network.
 

Answer: C

 

 

QUESTION NO: 6 
 

A Contivity VPN router configuration design calls for a traffic flow allowing for private-to-private

communication. Which rule set must the network planner use to achieve this?
 

A. Implicit

B. Post Implied

C. Interface

D. Implied
 

Answer: C

 

 

QUESTION NO: 7 
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A Contivity VPN router will be added to a customer's network to allow for VPN tunnels. The initial

plan is to have the Contivity VPN router installed between an existing router; which is connected to

the internet and a firewall; which protects the private network. What should you suggest to the

customer to simplify the solution?
 

A. Use the Contivity VPN router to its full potential and remove the firewall.

B. Stay with the initial plan and suggest nothing more.

C. Use the Contivity VPN router to its full potential and remove the router and the firewall.

D. Use the Contivity VPN router to its full potential and remove the router.
 

Answer: C

 

 

QUESTION NO: 8 
 

A customer with a 100-tunnel environment wants a high-availability solution in case the power

supply on the Contivity VPN router fails. What is the least expensive solution that addresses this

need?
 

A. a Contivity 2700 with an extra 10/100 Ethernet expansion card

B. two Contivity 2700s

C. two Contivity 1750s

D. a Contivity 1750 with an extra 10/100 Ethernet expansion card
 

Answer: C

 

 

QUESTION NO: 9 
 

A customer wants to ensure that its firewall supports "Anti-Spoofing". What is the reason for using

Anti-Spoofing as a means for providing network protection?
 

A. ICMP packet larger than 65536 bytes

B. multiple copies of the same IP fragment

C. invalid combinations of IP flags

D. IP source address equal to 0
 

Answer: D

 

 

QUESTION NO: 10 
 

A company's mobile sales force is equipped with handheld devices. Assuming that the IPSec

client the company uses supports IKE encryption and Diffie-Hellman group, what would be the

best choice to optimize performance?
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