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Note: The answer is for reference only, you need to understand all question. 

 

QUESTION 1 

Your company has a main office and a branch office. Both offices are directly connected to the Internet. The 

branch office connection to the Internet has limited bandwidth. The company deploys Microsoft Lync Online. 

You need to ensure that users in the branch office can only use instant messaging (IM) while using Lync Online. 

The users must be prevented from connecting to audio or video conferences. What should you do? 

 

A. On the firewall at the branch office, block all of the outbound traffic on port 5061. 

B. From the Office 365 portal, modify the user properties of each user in the branch office. 

C. From the Office 365 portal, configure the license settings of each user in the branch office. 

D. Deploy only the Lync 2010 Attendee client to all of the users in the branch office. 

 

Answer: B 

 

 

Question 2 

Your company has 100 user mailboxes. The company purchases a subscription to Office 365 for professionals 

and small businesses. You need to enable the Litigation Hold feature for each mailbox. What should you do 

first? 

 

A. Purchase a subscription to Office 365 for midsize business and enterprises. 

B. Enable audit logging for all of the mailboxes. 

C. Modify the default retention policy. 

D. Create a service request. 

 

Answer: A 

 

 

Question 3 

Your company has an Office 365 subscription. You need to add the label "External" to the subject line of each 

email message received by your organization from an external sender. What should you do? 

 

A. From the Exchange Control Panel, add a MailTip. 

B. From the Forefront Online Protection Administration Center, set the footer for outbound email. 

C. Run the Enable-InboxRule cmdlet. 

D. From the Exchange Control Panel, run the New Rule wizard. 

 

Answer: D 

 

 

Question 4 
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You are the administrator for a company named Tailspin Toys. The company uses the tailspintoys.com SMTP 

domain. All mailboxes are hosted on Office 365. From the Internet, customers send warranty questions to 

Tailspin Toys by sending an email message to a shared mailbox named Warranty. The Warranty mailbox has 

the warranty@tailspintoys.com SMTP address. The service manager reports that many email orders sent to 

warranty@tailspintoys.com are identified as spam. You need to ensure that all of the messages sent by the 

customers arrive in the Warranty mailbox. What should you do? 

 

A. From the Forefront Online Protection Administration Center, enable Directory-Based Edge 

Blocking. 

B. From the Forefront Online Protection Administration Center, create a new policy rule. 

C. From Windows PowerShell, run the New TransportRule cmdlet and specify the - 

exceptifheadercontainswords parameter. 

D. From Windows PowerShell, run the Set-ContentFilterConfig cmdlet and specify the - 

bypassedrecipients parameter. 

 

Answer: D 

 

 

Question 5 

Your company has an Office 365 subscription. You create a new retention policy that contains several retention 

tags. A user named Test5 has a client computer that runs Microsoft Office Outlook 2007. You install Microsoft 

Outlook 2010 on the client computer of Test5. Test5 reports that the new retention tags are unavailable from 

Outlook 2010. You verify that other users can use the new retention tags. You need to ensure that the new 

retention tags are available to Test5 from Outlook 2010. What should you do? 

 

A. Instruct Test5 to repair the Outlook profile. 

B. Modify the retention policy tags. 

C. Run the Set-Mailbox cmdlet. 

D. Force directory synchronization. 

 

Answer: A 

 

 

Question 6 

Your company has a subscription to Office 365 for midsize business and enterprises. The company uses 

Microsoft Lync Online. You need to open ports on the network firewall to enable all of the features of Lync 

Online. Which port or ports should you open? (Each correct answer presents part of the solution. Choose all 

that apply.) 

 

A. inbound TCP 443 

B. outbound TCP 5061 

C. outbound UDP 3478 
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D. outbound TCP 443 

E. outbound UDP 50000 to outbound UDP 59999 

F. inbound TCP 8080 

 

Answer: CDE 

 

 

Question 7 

Your company has a hybrid deployment of Office 365. You need to create a group. The group must have the 

following characteristics: ?Group properties are synchronized automatically. ?Group members have the ability 

to control which users can send email messages to the group. What should you do? 

 

A. Create a distribution group and configure the Mail Flow Settings. 

B. Create a dynamic distribution group. 

C. Create a new role group. 

D. Create a distribution group and configure the Membership Approval settings. 

 

Answer: A 

 

 

Question 8 

Your company has a hybrid deployment of Office 365. You need to verify whether free/busy information 

sharing with external users is configured. Which Windows PowerShell cmdlet should you use? 

 

A. Test-OutlookConnectivity 

B. Test-FederationTrust 

C. Get-OrganizationRelationship 

D. Get-MSOLDomainFederationSettings 

 

Answer: C 

 

 

Question 9 

Your company has an Office 365 subscription. A user named User1 has a mailbox. You need to ensure that all 

of the email messages sent and received by User1 are accessible to the audit department for 60 days, even if 

User1 permanently deletes the messages. What should you do? 

 

A. Run the Set-MailboxDatabase cmdlet and specify the deleteditemretention parameter. 

B. Run the Set-Mailbox cmdlet and specify the litigationholdenabled parameter. 

C. Run the Set-Mailbox cmdlet and specify the singleitemrecoveryenabled parameter. 

D. Run the Set-MailboxDatabase cmdlet and specify the eventhistoryretentionperiod parameter. 
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