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QUESTION NO: 1 
 

What describes the Business Requirements Development service component in the prepare

phase?
 

A. meetings with different customer stakeholders to gather the customer's requirements for the

security solution

B. a process by which the partner can determine if the security solution that is being proposed

matches the customer's security requirements

C. the creation of a model network that replicates the proposed security solution

D. the creation of a topology map for the solution and the identification of products and services

that will be required to implement the solution

E. a process that identifies the customer's security reporting requirements
 

Answer: A

 

 

QUESTION NO: 2 
 

Which service component in the plan phase must be finished before Security Readiness

Assessment?
 

A. High Level Design

B. Technology Strategy Assessment

C. Detail Design

D. Site Readiness Assessment
 

Answer: D

 

 

QUESTION NO: 3 
 

Which service component is in the operate phase?
 

A. Operation Assessment

B. System Acceptance Test

C. Operations Design

D. Configuration Management
 

Answer: D

 

 

QUESTION NO: 4 
 

   

        1



When is the escalation procedure template used in the plan phase?
 

A. Conduct Site Assessment Gap Analysis

B. Assess Current Security Management Procedures

C. Assess Low Level Design Complexity

D. High Level Design Development

E. Change Management Process
 

Answer: B

 

 

QUESTION NO: 5 DRAG DROP
 

Look at the picture.
 

Answer:

 

 

QUESTION NO: 6 
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Which task is part of the verify policies activity in a CSA installation?
 

A. Selecting an SQL Server

B. Build CSA agent installation kits to support the data collection process that is required to fine

tune the CSA default policies.

C. Installing the Sensor

D. Checking Connectivity Between CSA End User and CSA Management Center
 

Answer: B

 

 

QUESTION NO: 7 
 

What is the purpose of the Technology Strategy Development service component in the prepare

phase?
 

A. Help identify and document the customer's current network architecture and security policies

and create a gap analysis.

B. Create a breakdown of project task and responsibilities.

C. Include a statement of work that defines the scope of work to be completed for the proposed

security solution

D. Create a network diagram that contains network topology and location of each management

console.

E. Create a model network that will allow the customer to see how the proposed security

technology solution will work.
 

Answer: A

 

 

QUESTION NO: 8 
 

Which key task is conducted as part of Problem Management?
 

A. Remotely Backup Endpoint Solution Configuration and Databases

B. Select Fault Management Tools and Products

C. Provide Software Upgrades, Updates, and Bug Fixes for the Endpoint Solution System

D. Conduct Move, Adds, Changes
 

Answer: C

 

 

QUESTION NO: 9 
 

Which service component in the security solution design phase provides a step-by-step plan

detailing the installation activities and tasks to be performed in a controlled environment?
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