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QUESTION NO: 1 
 

In your network, Server1 has an application that can only run on Windows 2000 with Service Pack

1. An upgrade to the application is expected in the next six months. Server1 gets a red level rating

every time the All Windows Computers Policy is run. What can you do to ensure that Server1 does

not appear in any policy reports for the next six months?
 

A. configure a suppression

B. configure a policy exception

C. set a report filter

D. set a policy exclusion
 

Answer: A

 

 

QUESTION NO: 2 
 

Which two types of containers can you use to organize Symantec Enterprise Security Architecture

(SESA) Agents? (Choose two.)
 

A. organizational units

B. configuration groups

C. geographical units

D. operating system groups
 

Answer: A,B

 

 

QUESTION NO: 3 
 

Which feature of Symantec Enterprise Security Manager (Symantec ESM) reduces the risk of

using unsecured WAN links?
 

A. HTTPS communications

B. Diffie-Hellman secure key exchange

C. blowfish encryption

D. IPSec communications
 

Answer: B

 

 

QUESTION NO: 4 
 

Which module is included in the Symantec Enterprise Security Manager (Symantec ESM) base

level Best Practice Policies?
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A. File Access

B. Backup Integrity

C. File Watch

D. Password Strength
 

Answer: D

 

 

QUESTION NO: 5 
 

Which two operating systems support a Symantec Enterprise Security Manager (Symantec ESM)

Manager? (Choose two.)
 

A. OS/400

B. AIX

C. Red Hat Linux

D. Windows 2003

E. Windows 98
 

Answer: B,D

 

 

QUESTION NO: 6 
 

Which audit type is conducted from a central device?
 

A. kernel-based

B. internal

C. network-based

D. agentless

E. host-based
 

Answer: C

 

 

QUESTION NO: 7 
 

Which Symantec Enterprise Security Manager (Symantec ESM) report provides only summary

information about the enterprise's conformity to each security module?
 

A. Domain

B. Executive

C. Security

D. Policy
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Answer: B

 

 

QUESTION NO: 8 
 

When new security updates are available when are the new modules transferred from the

Symantec Enterprise Security Manager (Symantec ESM) Manager to the updatable participating

Symantec Enterprise Security Manager (Symantec ESM) Agents?
 

A. during the next policy run

B. during an Agent synchronization

C. when the Agents poll the Manager for configuration changes

D. the next time the Manager restarts
 

Answer: A

 

 

QUESTION NO: 9 
 

Which Symantec Enterprise Security Manager (Symantec ESM) report provides information such

as the operating system, network protocol and network port used by a Symantec ESM Agent?
 

A. Policy

B. Executive

C. Domain

D. Security
 

Answer: C

 

 

QUESTION NO: 10 
 

Which log file does the SVA Provider write its errors to?
 

A. error.log

B. svaprovider.log

C. SESA-Agent.log

D. SVASecurity.log
 

Answer: B

 

 

QUESTION NO: 11 
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