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QUESTION NO: 1 
 

 

 

QUESTION NO: 2 
 

The IT Department has been experiencing frequent turnover requiring administrators to modify

security role membership on an individual user basis An administrator wants to take advantage of

membership assignments established when new users are created in the network environment

and connect them to security roles.

Which resource can be used in the Membership tab to allow user assignments to be managed

independently of the Security Role Manager?
 

A. Active Directory Security groups

B. Active Directory organizational units

C. Altiris Security Users

D. Altiris Security Groups
 

Answer: A

 

 

QUESTION NO: 3 
 

During installation of the Symantec Management Platform 7.0 (SMP), an administrator specifies

an account created for SMP to be used as the Application Identity. When the administrator tries to

connect to the console from their workstation they receive an Access Denied message.

 

Why is the administrator's access denied?
 

A. The account used to install is the only account in the Symantec Administrators Group.

B. The account used during installation has NOT been added to the Domain Administrators Group.

C. The system administrator is using an account that is not a member of the Domain

Administrators Group.

D. The console must be run from a terminal services session of the Notification Server.
 

Answer: A

 

 

QUESTION NO: 4 
 

How is resource scoping implemented?
 

A. by including appropriate filters and organizational views and groups in a target's rules

B. by replacing filters and organizational views and groups in a target with appropriate secured

data classes
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C. by creating multiple organizational views and groups that contain appropriate subset of

resources

D. by granting permissions to appropriate organizational views and groups to a security role
 

Answer: D

 

 

QUESTION NO: 5 
 

Which permissions do new security roles have?
 

A. the same permissions as the Symantec Administrators role

B. the same permissions as the Symantec Guests role

C. the same permissions as the Symantec Supervisors role

D. none
 

Answer: D

 

 

QUESTION NO: 6 
 

An Administrator wants to customize the default Symantec Administrators security role for use as

a new template for future console administrators Upon selection, the options are grayed out and

inaccessible.

Which action should the administrator take to modify these privileges?
 

A. break inheritance to parent roles

B. take ownership of the role

C. clone the role and modify the copy

D. use a different credential with more permissions
 

Answer: C

 

 

QUESTION NO: 7 
 

Two administrators run the same report that displays Windows XP SP1 workstations imported

from Active Directory. The North America Symantec Administrator returns 2,500 workstations. The

Marketing Manager returns 500 workstations. When they compare the results, they find that there

is an overlap of 100 workstations.

 

Why is there an overlap in the reports?
 

A. because the workstations belong to multiple organizational groups in same organizational view.
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B. because the workstations belong to organizational groups in separate organizational views

C. because of workstation security privilege intersection

D. because of workstation security role filters
 

Answer: B

 

 

QUESTION NO: 8 
 

What are two ways that permissions are set within the Security Role Manager? (Select two.)
 

A. security role membership

B. NT rights assignment

C. inheritance

D. explicitly granted

E. domain membership
 

Answer: C,D

 

 

QUESTION NO: 9 
 

Which two tabs are used to modify security roles in the Symantec Management Console? (Select

two.)
 

A. Permissions

B. Privileges

C. Rights

D. Security

E. Membership
 

Answer: B,E

 

 

QUESTION NO: 10 
 

Refer to the Exhibit.
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