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Topic 1, Volume A
 
 

QUESTION NO: 1 
 
 
Which SmartEvent, what is the Correlation Unit's function?
 
 
A. Invoke and define automatic reactions and add events to the database 
B. Assign seventy levels to events 
C. Display received threats and tune the Events Policy 
D. Analyze log entries, looking for Event Policy patterns 
 

Answer: D

Explanation:  

 

 

 

QUESTION NO: 2 
 
 
How do you verify the Check Pant kernel running on a firewall?
 
 
A. fw ctrl get kernel 
B. fw ctrl pstat 
C. fw kernel 
D. fw ver -k 
 

Answer: D

Explanation:  

 

 

 

QUESTION NO: 3 
 
 
After repairing a Smart Workflow session:
 
 
A. The session moves to status Repaired and a new session can be started 
B. The session moves to status Awaiting Repair and must be resubmitted 
C. The session is continued with status Not approved and a new session must be started 
D. The session is discarded and a new session is automatically started 
 

Answer: B

Explanation:  
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QUESTION NO: 4 
 
 
TotallyCoolSecuirty Company has a large security staff. Bob configured a new IPS
Chicago_Profile for fw-Chicago using Detect mode. After reviewing Matt noticed that fw-Chicago is
not detecting any of the IPS protections that Bob had previously setup. Analyze the output below
and determine how Matt corrects the problem.
 
 

 
 
A. Matt should assign the fw-Chicago Security Gateway to the Chicago_Profile. 
B. Matt should the Chicago_Profile to use Protect mode because Detect mode 
C. Matt should re-create the Chicago_Profile and select Active protections manually instead of per
the IPS Policy. 
D. Matt should activate the Chicago_Profile as it is currently not activated. 
 

Answer: A

Explanation:  

 

 

QUESTION NO: 5 
 
 
Which Remote Desktop protocols are supported natively in SSL VPN?
 
 
A. Microsoft RDP only 
B. AT&T VNC and Microsoft RDP 
C. Citrix ICA and Microsoft RDP 
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D. AT&T VNC, Citrix ICA and Microsoft RDP 
 

Answer: D

Explanation:  

 

 

QUESTION NO: 6 
 
 
To force clients to use integrity Security Workspace when accessing sensitive applications, the
Administrator can configure Connectra:
 
 
A. Via protection levels 
B. To implement integrity Clientless Security 
C. To force the user to re-authenticate at login 
D. Without a special setting. Secure Workspace is automatically configured. 
 

Answer: A

Explanation:  

 

 

 

QUESTION NO: 7 
 
The default port for browser access to the Management Portal is
 
 
A. 4433 
B. 4343 
C. 8080 
D. 443 
 

Answer: A

Explanation:  

 

 

 

QUESTION NO: 8 
 
In which case is a Sticky Decision Function relevant?
 
 
A. Load Sharing - Unicast 
B. Load Balancing - Forward 
C. High Availability 
D. Load Sharing - Multicast 
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